
 

                                                                RAW Information Security Statement 
 
Our Commitment 
RAW is committed to protecting the confidentiality, integrity, and availability of information across all its 
operations. Information security is treated as a core business enabler and an integral part of how the 
organisation designs, operates, and delivers its products and services. 
 
RAW Group operates a certified Information Security Management System (ISMS) in accordance with 
ISO/IEC 27001:2022, providing a structured, risk-based framework for managing information security risks 
and meeting applicable legal, regulatory, and contractual obligations. 
 
Scope 
This Information Security Statement provides a high-level overview of RAW’s approach to information 
security. It applies across all RAW Group entities and operations and reflects the organisation’s commitment 
to protecting information belonging to customers, partners, employees, and other stakeholders. 
 
This statement is published for transparency and assurance purposes and does not disclose operational, 
technical, or sensitive security details. 
 
Information Security Objectives 
RAW’s information security objectives are to: 

• Protect stakeholder trust by safeguarding sensitive and business-critical information 
• Embed security by design into systems, processes, and projects 
• Manage information security risks through a structured, ISO/IEC 27001-compliant risk management 

approach 
• Ensure compliance with applicable legal, regulatory, and contractual requirements 
• Continuously improve the eTectiveness of the ISMS in response to evolving threats and business 

needs 
 
Security Principles 
RAW’s information security framework is based on the following principles: 

• Risk-based protection 
• Appropriate access 
• Responsible third-party management 
• Preparedness and resilience 
• People and awareness 

 
Governance and Certification 
Information security governance at RAW Group is led by executive management and supported by defined 
roles and responsibilities. The ISMS is subject to regular internal reviews, risk assessments, and independent 
audits to ensure its continued suitability, eTectiveness, and conformity with ISO/IEC 27001:2022. 
 

 
 
Contact 
For further information, please contact: legal@rawgroup.com 


